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(g) Utilization—(1) Automated numer-
ator recording. For each meaningful use 
objective with a percentage-based 
measure, EHR technology must be able 
to create a report or file that enables a 
user to review the patients or actions 
that would make the patient or action 
eligible to be included in the measure’s 
numerator. The information in the re-
port or file created must be of suffi-
cient detail such that it enables a user 
to match those patients or actions to 
meet the measure’s denominator limi-
tations when necessary to generate an 
accurate percentage. 

(2) Automated measure calculation. For 
each meaningful use objective with a 
percentage-based measure that is sup-
ported by a capability included in an 
EHR technology, electronically record 
the numerator and denominator and 
create a report including the numer-
ator, denominator, and resulting per-
centage associated with each applica-
ble meaningful use measure. 

(3) Safety-enhanced design. User-cen-
tered design processes must be applied 
to each capability an EHR technology 
includes that is specified in the fol-
lowing certification criteria: 
§ 170.314(a)(1), (2), (6) through (8), and 
(16) and (b)(3) and (4). 

(4) Quality management system. For 
each capability that an EHR tech-
nology includes and for which that 
capability’s certification is sought, the 
use of a Quality Management System 
(QMS) in the development, testing, im-
plementation and maintenance of that 
capability must be identified. 

(i) If a single QMS was used for appli-
cable capabilities, it would only need 
to be identified once. 

(ii) If different QMS were applied to 
specific capabilities, each QMS applied 
would need to be identified. This would 
include the application of a QMS to 
some capabilities and none to others. 

(iii) If no QMS was applied to all ap-
plicable capabilities such a response is 
acceptable to satisfy this certification 
criterion. 
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Subpart D—Temporary 
Certification Program for HIT 

SOURCE: 75 FR 36203, June 24, 2010, unless 
otherwise noted. 

§ 170.400 Basis and scope. 

This subpart implements section 
3001(c)(5) of the Public Health Service 
Act, and sets forth the rules and proce-
dures related to the temporary certifi-
cation program for health information 
technology administered by the Na-
tional Coordinator for Health Informa-
tion Technology. 

§ 170.401 Applicability. 

This subpart establishes the proc-
esses that applicants for ONC–ATCB 
status must follow to be granted ONC– 
ATCB status by the National Coordi-
nator, the processes the National Coor-
dinator will follow when assessing ap-
plicants and granting ONC–ATCB sta-
tus, the requirements that ONC–ATCBs 
must follow to remain in good stand-
ing, and the requirements of ONC– 
ATCBs for testing and certifying Com-
plete EHRs and/or EHR Modules in ac-
cordance with the applicable certifi-
cation criteria adopted by the Sec-
retary in subpart C of this part. 

§ 170.402 Definitions. 

For the purposes of this subpart: 
Applicant means a single organization 

or a consortium of organizations that 
seeks to become an ONC–ATCB by re-
questing and subsequently submitting 
an application for ONC–ATCB status to 
the National Coordinator. 

Deployment site means the physical 
location where a Complete EHR or 
EHR Module resides or is being or has 
been implemented. 

Development site means the physical 
location where a Complete EHR or 
EHR Module was developed. 

ONC–ATCB or ONC–Authorized Testing 
and Certification Body means an organi-
zation or a consortium of organizations 
that has applied to and been authorized 
by the National Coordinator pursuant 
to this subpart to perform the testing 
and certification of Complete EHRs 
and/or EHR Modules under the tem-
porary certification program. 
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Remote testing and certification means 
the use of methods, including the use 
of web-based tools or secured elec-
tronic transmissions, that do not re-
quire an ONC–ATCB to be physically 
present at the development or deploy-
ment site to conduct testing and cer-
tification. 

§ 170.405 Correspondence. 
(a) Correspondence and communica-

tion with the National Coordinator 
shall be conducted by e-mail, unless 
otherwise necessary. The official date 
of receipt of any e-mail between the 
National Coordinator and an applicant 
for ONC–ATCB status or an ONC–ATCB 
is the day the e-mail was sent. 

(b) In circumstances where it is nec-
essary for an applicant for ONC–ATCB 
status or an ONC–ATCB to correspond 
or communicate with the National Co-
ordinator by regular or express mail, 
the official date of receipt will be the 
date of the delivery confirmation. 

§ 170.410 Types of testing and certifi-
cation. 

Applicants may seek authorization 
from the National Coordinator to per-
form the following types of testing and 
certification: 

(a) Complete EHR testing and certifi-
cation; and/or 

(b) EHR Module testing and certifi-
cation. 

§ 170.415 Application prerequisite. 
Applicants must request in writing 

an application for ONC–ATCB status 
from the National Coordinator. Appli-
cants must indicate: 

(a) The type of authorization sought 
pursuant to § 170.410; and 

(b) If seeking authorization to per-
form EHR Module testing and certifi-
cation, the specific type(s) of EHR 
Module(s) they seek authorization to 
test and certify. If qualified, applicants 
will only be granted authorization to 
test and certify the types of EHR Mod-
ules for which they seek authorization. 

§ 170.420 Application. 
The application for ONC–ATCB sta-

tus consists of two parts. Applicants 
must complete both parts of the appli-
cation in their entirety and submit 
them to the National Coordinator for 

the application to be considered com-
plete. 

(a) Part 1. An applicant must provide 
all of the following: 

(1) General identifying information 
including: 

(i) Name, address, city, state, zip 
code, and Web site of applicant; and 

(ii) Designation of an authorized rep-
resentative, including name, title, 
phone number, and e-mail address of 
the person who will serve as the appli-
cant’s point of contact. 

(2) Documentation of the completion 
and results of a self-audit against all 
sections of ISO/IEC Guide 65:1996 (in-
corporated by reference in § 170.499), 
and the following: 

(i) A description of the applicant’s 
management structure according to 
section 4.2 of ISO/IEC Guide 65:1996; 

(ii) A copy of the applicant’s quality 
manual that has been developed ac-
cording to section 4.5.3 of ISO/IEC 
Guide 65:1996; 

(iii) A copy of the applicant’s policies 
and approach to confidentiality accord-
ing to section 4.10 of ISO/IEC Guide 
65:1996; 

(iv) A copy of the qualifications of 
each of the applicant’s personnel who 
oversee or perform certification ac-
cording to section 5.2 of ISO/IEC Guide 
65:1996; 

(v) A copy of the applicant’s evalua-
tion reporting procedures according to 
section 11 of ISO/IEC Guide 65:1996; and 

(vi) A copy of the applicant’s policies 
for use and display of certificates ac-
cording to section 14 of ISO/IEC Guide 
65:1996. 

(3) Documentation of the completion 
and results of a self-audit against all 
sections of ISO/IEC 17025:2005 (incor-
porated by reference in § 170.499), and 
the following: 

(i) A copy of the applicant’s quality 
system document according to section 
4.2.2 of ISO/IEC 17025:2005; 

(ii) A copy of the applicant’s policies 
and procedures for handling testing 
nonconformities according to section 
4.9.1 of ISO/IEC 17025:2005; and 

(iii) The qualifications of each of the 
applicant’s personnel who oversee or 
conduct testing according to section 5.2 
of ISO/IEC 17025:2005. 

VerDate Mar<15>2010 17:55 Nov 21, 2013 Jkt 229193 PO 00000 Frm 01117 Fmt 8010 Sfmt 8010 Q:\45\45V1.TXT ofr150 PsN: PC150


		Superintendent of Documents
	2013-11-27T07:32:49-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




